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Security Gaps
• Long term key management
• End-to-end encryption
• Performance overhead and distributed 

scaling
• Tracking of information flow, provenance, 

etc.
• Ease of use, ease of management, quick 

recovery from compromise, ease of use 
API



Archive Gaps
• APIs/Standards for interface, searches, 

and attributes, staging, etc.
• Long term attribute driven security
• Long term data reliability and management
• Metadata scaling
• Policy driven management



Presentations
• David Du, University of Minn/NSF

– “Integrated Infrastructure for Secure and Efficient 
Long-Term Data Management”

– Area: Security – Long term key management
• Patrick McDaniel for Anand Sivasubramaniam, 

PSU
– “Asymmetry in Performance and Security 

Requirements for I/O in High-end Computing”
– Area: Security – Security vs. performance trade-offs

• Henry Newman, Instrumental 
– “The need for Information Lifecycle Management 

Standards”
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